**Day 3 Assignment**

**Intune Application Deployment**

1. **Set up Intune subscription**  
   ➝ Get a license and activate Intune for your organization.
2. **Add, configure, and protect apps**  
   ➝ Decide which apps users need and set protection rules for them.
3. **Create compliance policies**  
   ➝ Define what a "secure" or "healthy" device looks like (e.g., must have a password).
4. **Configure device settings**  
   ➝ Apply settings like Wi-Fi, VPN, encryption, etc., to devices.
5. **Enroll devices**  
   ➝ Connect users' devices to Intune so they're managed and secured.

**Setup of Intune**

**1. Prerequisites**

**Microsoft 365 subscription** that includes Intune (e.g., Microsoft 365 E3/E5, Enterprise Mobility + Security E3/E5).

**2. Assign Intune Licenses**

Assign Intune licenses to users in the Microsoft 365 admin center.

**3. Access the Intune Admin Center**

**4. Configure MDM Authority**

You must set Microsoft Intune as the MDM authority

**5. Set Up Device Enrollment**

**6. Create Device Compliance Policies**

**7. Create Configuration Profiles**

**8. App Deployment**

**9. Create Conditional Access Policies**

**10. Monitor and Troubleshoot**